机房运维服务需求

|  |  |
| --- | --- |
| 产品要求（包括配置、标准及技术指标等详细内容） | 一、总体维护要求：1.1、服务期限：2024年9月1日-2025年8月31日。1.2、服务期内免费提供硬件设备软硬件维护服务，主要是平时的定期预防性维护和硬件设备出现故障后按照时限性要求的紧急更换和维护，服务方在运维期间提供相关的技术支持，保证故障后使恢复的系统及数据具有原运行的效果。1.3、提供7\*24小时技术支持服务，接到故障报修，项目组成员需在30分钟内响应，技术团队2小时内到达现场并尽快解决故障，到达现场进行信息收集、问题分析、故障诊断、问题解决等服务，采取各种可能的措施提供有效的恢复方案，将业务恢复到故障前的状态或客户认可的状态，同时还应采取必要的预防措施以防止紧急情况或者故障的再次发生。1.4、所有维保设备，进行每月巡检，检查设备的数据配置、运行状态、性能等各项内容（包含机房环境、硬件连接等），每月要提交巡检报告，对设备运行状况做详细描述，对发现设备可能存在的问题以及潜在的风险、隐患，提出相应的解决预案和后期维护建议。二、中心机房维护服务（具体服务包括但不限于以下内容）保障机房设备正常运行，建立设备清单，根据业务变更划分物理设备连接拓扑和业务系统架构拓扑，过对机房环境支撑系统、环境监控设备、计算机主机设备定期检测、维护和保养，保障机房设备运行稳定，通过保养延长设备生命周期，降低故障率。确保机房在突发事故导致硬件设备故障，影响机房正常运作情况下，可及时得到报价供应商服务维护人员的产品维修和技术支持，并快速解决故障。2.1、IT资产调查资料建档。调查并纪录服务范围内各设备和系统的种类、型号、功能、物理位置、端口对应情况、部署情况等资产详细信息，利用资产调查的数据进行物理设备建档，绘制网络拓扑，统计信息点分布以及各硬件设备和软件系统的数量、拓扑位置、用途等信息。2.2、设备维修。报价供应商协助甲方对服务器、存储及周边设备等故障进行修复，对于确实需要进行元配件更换的，提出更换建议，如需更换备件，由甲方提供备件，报价供应商协助甲方完成备件更换及响应的调试。2.3、设备巡检。报价供应商每一个月进行一次定期的巡检维护保养工作，包括对设备的外部清洁、故障设备运行状况的检测、故障隐患的排除等，并形成巡检报告。2.4、软件维护。报价供应商负责为甲方协议设备内所使用的操作系统、虚拟化平台、相关驱动程序及其他办公所需使用的通用软件进行安装调试、故障排除、应用辅导等维护服务。2.5、网络维护。报价供应商负责为甲方的服务器网络系统进行物理线路维护，包括线路连通性测试、网络维护等。2.6、系统安全性维护。报价供应商负责为协议设备中的服务器、存储等进行定期的病毒检查及杀毒软件病毒库的升级。在协议设备有可能受到病毒侵害前通告甲方人员，详细列明病毒名称、来源、症状、预防措施、解决方法。2.7、设备管理。报价供应商负责甲方各部门之间机器移交过程中的验机工作，并负责对移交机器进行登记并录入运维软件平台。2.8、应急响应。针对信息系统突发的重大安全事件，以最快的时间进行故障排查定位和应急处理，7X24小时应急支持。2.9、重要时刻专人值守服务。深刻知道保证重要时刻设备稳定运行对客户成功尤为关键，因此，可对客户提供重要时刻的专人现场值守支持。如需专人值守，客户需至少提前2周与服务商客户服务经理联系，提供专人值守服务。三、协同任务3.1 日常任务，在服务期内协助采购单位进行新业务系统开发上线工作，并完成好自己本职工作。3.2在服务期内统计采购单位系统设备所有计算资源，使用情况和资源分配情况。3.3协助用户定期对系统经行安全检查；对系统密码定期更改，防止黑客、骇客等对系统安全漏洞进行攻击，防止数据丢失和破坏。3.4用户系统更可靠稳定的运行，帮助用户监测机房内所有设备,如：核心网络设备，精密空调、UPS、新风系统、消防系统、漏水监测等，在设备出现故障时，第一时间通知用户共同解决。 |